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About this Manual

Congratulations on purchasing a POWERTEK PDU. This user manual
provides detailed descriptions of the hardware components and how to use
the product. Read this manual carefully and follow the instructions before
installing.

Copyright Information

No part of this manual, including the products and software described in it,
may be reproduced, transmitted, transcribed, stored in a retrieval system, or
translated into any language in any form or by any means, except
documentation kept by the purchasers for backup purposes, without the
express written permission of the manufacturer.

Products and corporate names appearing in this manual may or may not be
registered trademarks or copyrights of their respective companies, and are
used only for identification or explanation and to the owners' benefit,
without intent to infringe. All trademarks are the property of their respective
owners.

USER’S GUIDE
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Safety Instructions

Follow these safety instructions to avoid injury to yourself and damage to the
POWERTEKPDU.

e Toreduce therisk of fire or electric shock, install the unitin a temperature-
controlled indoor area free of conductive contaminants. Do not place the
unit near liquids orin an excessively humid environment.

e Donotallowliquidsorforeign objects to enter the unit.
e Theunitdoesnot containany user-serviceable parts.
e Donotopentheunit.

e Servicing, maintenance, and repair for this equipment must be performed
by qualified service personnel. Remove rings, watches and other jewelry
before servicing the unit.

e Before maintenance, repair or shipment, the unit must be completely
switched off and unplugged and all connections must be removed.

e Before plugginginthe power cord of the device, make sure that the power
source rating matches the power rated indicated on the product labels.

e Useaharmonized and certified power cord when connecting any device to
the outlets.

e The digital output can only connect switches, indicators, or other output
devicesthatare normally open or normally closed.

USER’S GUIDE
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Safety Notices

Caution:

This unit has been provided with a real time clock circuit.
There is a danger of explosion if the battery is incorrectly
replaced. Replace only with a 3V Lithium cell (CR1220) or
equivalent type. Discard used batteries according to the
manufacturer'sinstructions.

Caution:

Rack-Mounted Equipment — The unit is intended to be rack-
mounted, the Installation Instructions shall contain wording
to address the following concerns when the unitis mounted
inaracksystem.

“The equipment is to be installed in an environment with
maximum ambient temperature must not exceed 60°C.”

“The openings on the enclosure are for air convection
hence protected the equipment from overheating. DO NOT
COVERTHE OPENINGS.”

“Lay this equipment on a reliable surface when installing. A
drop or fall could cause injury.”

“The equipment shall be installed according to specification
as nameplate. Make sure the voltage of the power source
when connecing the equipment to the power outlet. The
current of load and output power of loads should not be
over the specification.”

“This equipment must be connected to the reliable earth
before using.”

USER’S GUIDE
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Introduction the POWERTEK

The POWERTEK PDU, isanintelligent power strip designed to power monitor
the input and circuit breaker consumption and auto email history report to
supervisor for power bill charge. At the same time, provides the useful ability
of managing power for any combination of network equipment connected to
it. Users can control the power on/off for any device connected to the PDU
remotely, using a console or Ethernet connections.

It's also equipped with a console port for connecting upto 8 EMD
(Environmental Monitoring Device) in cascade for sensing temperature and
humidity along with two alarms that can be activated when either of the
sensors shows unusual values.

USER’S GUIDE
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Introduction the POWERTEK

Features

e To calculate the power consumption on hourly basis, and have an
accumulation of daily

* Provide detail data-logging for statistical analysis and diagnostic then auto
email daily history report

» Daisy-chaining can cascade up 16 power strips

e Sequential power-up on the outlets / Allows users to configure the
sequence in which poweristurned on or off for each outlet

 Intelligently turn on/off devices based on event occurrence or planned
schedule

» Event notification by pop-up/Sending Trap or E-Mail for events notification

» Upto 42 power outlets that can be turned on or off in multiple ways, with
easy monitoring of current consumption

» Set over-current watchdog for each outlet (Threshold settings for over-
current warnings and alerts)

» \ersatile sensors supported through EMD (Environmental Monitoring
Device) inputs, 8 sensors can be deployed in cascade

 Comprehensive power management and flexible configuration through
web browser, NMS, Telnet, SNMP V1,2,3

e SupportSecure Socket Layer V3 and Secure Shell V2 protocols

e Administrator and multiple users with password protection for double-
layer security

o Address-specific IP security masks to prevent unauthorized access
e User-friendlyinterface todisplayinputand output status

e Upgrade utility for easy firmware upgrade

e Modelsavailablein 220-250V and 380-415V

USER’S GUIDE
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Introduction the POWERTEK

Package Contents

Make sure the POWERTEK PDU package has the following items. If any of the
items are missing or damaged, contact your nearest service center or vendor.

POWERTEK PDU
IPFIX001 (x2)
IPFIX002 (x2)
IPFIX003 (x2)
Screws (x6)
Power share special patch cord
Quick Install Guide

NoubkwnE
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Introduction the POWERTEK

Hardware Components

The following sections provide descriptions about the front panel
components and how to use them.

Component Description

1. Inlet Power lead to be connected to the
Data Centre power source

2. Breaker Prevent excessive current flow
to protect the system
3. OLED Display Display input Power Data
4. Mounting Options Different choice of mounting options
OLED Display

The front panel of the POWERTEK PDU has a colored OLED
screen that provides information about the PDU power
status.

4.9
4.90

219.2
1074.08

0002
100

USER’S GUIDE

-9- Version 4.0



Getting Started

This section provides information about setting up the PDU, connecting
power, and connecting devices to it before users start using it for power
management. Read this section carefully to learn how to connect various
devicestothe PDU.

Rack Mounting

The PDU can be installed in most standard racks. After attaching the ears to
each side of the device, position the device in the rack and align the holes in
the ears (mounting brackets) with the hole in the rack.
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Introduction the POWERTEK

Hotswap replaceable IEX GIGA Controller
The GIGAIEXPDUs provides an easy replacement of its controller.

If the controller is failing, just simply send the controller back to Powertek for
repair or replacement.

How toreplace a controller:
1- PDUisnotrequiredto be powered off.

Loosen the screws at two sides of the IEX GIGA controller, and liftit up.
2- Disconnect the PDU's controller cable from the controller.

3- Getanew IEXGIGA controller andinstall it backinto the PDU in the reverse
order.

Note: the limit torque to fix the controlleris 0.8N.m—1.0N.m

USER’S GUIDE
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Getting Started

Making Connections

The POWERTEK PDU is a versatile product that can be connected to several
different types of input and output devices. This makes it a useful tool for
connecting devices to it and to monitor the power through its user interface.

[EXv.5 PDU is manufactured with the most advanced hot-swap, field
replaceable SNMP IP controller. It is built with dual Gigabit Ethernet ports, an
OLED full colour screen, cascading multi-sensor ports, enhanced security,
sophisticated alarming and power monitoring across the whole power chain.

RESET BUTTON

Full electronics reboot without
powerdown the sockets

NETWORKING

Dual Gigabit Ethernet ports

DUAL USB
UsB 1

Wireless LAN adapter
iOS device IECView App
Flash Drive Bulk Configuration

USB 2

Wireless LAN adapter
Android IECView App
Future Features

1P1
10/100/10( D

Push button multi-colour Screen
Live Alarms displayed
Power Metrics Displayed

POWER SHARING PORT

Mantain controller alive even power failure
inone of the PDUs

CASCADING SENSORS

Temperature, Humidity, Water leakage,
Vibration, Smoke, Door contacts
Cascade upto 16 sensors

Upto 16 PDU RJ45 Serial cascading

USER’S GUIDE
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Getting Started

The following procedure describes the basic steps needed toset upthe PDU:

1. To set up the hardware, connect power to the power inlet and output
devices to the power outlets. Connect devices with normally open or
normally close conditions to the digital output ports, and an EMD to the
console port.

2. To configure the Power Strip, users can use the console or LAN port.
Connect the device to a console and a LAN to enable its configuration
through the console or browser menu.

3. After connecting to a console, use a console application such as Telnet or
HyperTerminal to access the console menu. Select the TCP/IP submenu
under the Network Management to set up the IP address and select the
General Setting submenu under the System Management to set up the
system date/time. This IP address will be used while accessing the web
interface to configure the POWERTEK PDU parameters.

4. After connectingto LAN, openabrowser fromaPCinthe networkand use
the IP address specified through the console menu to open the web
interface for system configuration.

The following sections provide instructions about how to make various
connections.

Connecting Input Power

The POWERTEK PDU has different IEC309
power inlets for supplying and managing
power for the output devices. For each
inlet, connect the power cord to the
power inlet and plug the other end into a
power outlet as shown:

USER’S GUIDE
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Getting Started

Connecting Output Devices

The Power strips can have a different number of outlets for connecting
devices such as workstations, servers, and printers. Connect the power
connectors of the devices to each of the power outlets.

The POWERTEK PDUs are available in the following sockets:
220V/16A: IEC C13/C19 combo

220V/10A IEC C13, IEC C13 (Lock), AS/NZS 3112

220V/16A SEV T13, SEV T23, CEE7, IEC C19, IEC C19 (lock), SEV T23
220V/13A: UK BS1363

220V/15A: AS/NZS 3112

120V/15A: NEMA 5-15P

120V/20A: NEMA5-20P

USER’S GUIDE
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Getting Started

Connecting EMD

An Environmental Monitoring Device (EMD) that is connected to sensors for
detecting temperature, humidity, and two digital inputs can be connected to
the POWERTEK PDU with the console port. The EMD can also be connected to
alarms or indicators and controlled through the web browser. Up to 8 EMD
can be connected in cascade to monitor the temperature and humidity in
different parts of the racks.

1. Connect the EMD to the console port as shown:

After connecting the EMD, open a web browser from a PC and enable
environmental sensors on the web user interface, then the temperature and
humidity status is automatically displayed on the System Overview page.

Pin1|Pin2 |Pin3|Pin4 |Pin5| MODBU
Adress

ON
ON | OFF | OFF | OFF | OFF 1 "LLLLL
123456
ON
OFF | ON | OFF | OFF | OFF 2 L
123456
ON
ON | ON | OFF | OFF | OFF 3 TLLLL
123456
CERERE OFF | OFF | ON | OFF | OFF | 4 g
'l']']""’l 123456
SW1 -
ON | OFF | ON | OFF | OFF 5 LLLL
123456
ON
OFF | ON | ON | OFF | OFF 6 TLLL
Pin Function 120011200 ————
enable | disable oN
6 |120Qenable| On | Off ON | ON | ON | OFF | OFF | 7 '
123456
Pin 6 function define >
OFF | OFF | OFF | ON | OFF 8 LD
123456
’
USER’S GUIDE
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Getting Started

Connecting the Console

Users can control the output devices and manage the power status through
mini USB port witha PC.

Referto onpage 21tolearnhow tousethe console with a console application
such as HyperTerminal or Telnet.

Connectingtoa LAN/WAN

The PDU has two 10/100/1000 RJ-45 network ports that enables users to
monitor and manage the power outlets over the network. The PDU has a
graphic user interface that allows users to control the device through a web
browser.

Connect the device to a free port on the router using an Ethernet cable as
shown. Users can control the device from PC, laptop, mobile phone, or PDA
whichis connected to the router network.

PDU USB-A IP1
Cascading 1&2 10/100/1000

1
D |-7u<
i <

Reset

| — 2
PDU EMD 1P2 |

Cascading Sensor 10/100/1000 =

USER’S GUIDE

-16- Version 4.0



Getting Started

Using LCM operational buttons:

The following sections describe the LCM functional
operation of the PDU.

The PDU has four buttons to launch particular
applicationsand display the on-screen.

1074.08

0002
100

Icon Button Description

Down | Press the Down button to navigate
through the menu options.

Up |Press the Up button to navigate
through the menu options.

-
Q
]
Q

o

Set | Press the Set button to access the
menu options and confirm user
selection.

® O ® @

ESC | Press the ESC button to cancel any
configuration or leave to up menu.

IP1
10/100/1000

L P
| — 2
“
P2
10/100/1000

USB-A
1&2

EMD
Sensor

There are two kinds of LCM operation screen for the
single and three phase as shown following.

PDU
Cascading

PDU
Cascading

User can configure the Screen Direction, of this PDU
from the buttons. Regarding to turn on/off outlet, if
this PDU has support network function, user can set
the whole outlet configuration from Outlet Control
webpage. The Outlet Control page displays.

USER’S GUIDE
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Getting Started

Main Menu Screen Main Menu Screen
of Single Phase PDU of Three Phase PDU

LCM Direction Screen

LCM Direction LCM Direction

XX

Inlet Screen Total Power Screen

Inlet Info. Total Power:
Version: XXXXX.X W
Vx. XXX

Total Energy:
Type: X-Phase XXXXX.X kwh

XX/XX A

USER’S GUIDE
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Getting Started

Clear Inlet Energy Screen

Clear All the Clear All the Clear All the
Inlet Energy: Inlet Energy:

XXXX.X XXXX.X XXXX.X

Clear Outlet Energy Screen

Outlet Energy:

Clear All the
Outlet Energy:

XXXX.X

Save Energy

Control All the
Outlet:

Save Energy: Save Energy:

XX
XX

Control All the Outlet Screen

Control All the
Outlet:

XX

Outlet ON/OFF Screen

Outlet 01 & 02: Outlet 01 & 02: Relay 01: XX
XX.XX/XX.XX A XXXX/XX.XX A

XXX.X 'V XXX.X V

XXXX.X/XXXX.X W XXXX.X/XXXX.X W

Outlet n & n+1: Outlet n & n+1:
XXXX/XX.XX A XX XX/XX.XX A

Relay n: XX

XXX.X'V XXX.X'V @ Relay n+1: XX
XXXX.X/XXXX.X W XXXX.X/XXXX.X W

@ Relay 02: XX

Relay 01: XX

Relay 02: XX

Relay 01: XX

-19-
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Getting Started

Using the (RCM) Residual Current Monitoring:

When a residual current device is triggered, besides the LCM
keep flashing will display the “WARNING” signal as shown.

Users can set the related setting of residual current from the Inlet Configuration
webpage as shown.

1. Alarm there holds a setting range for 3mA to 50mA, There holds default setting is
20mA, when residual current greater than or equal to threshold value,an alarm is
triggered.

2. When DCresidual currentis greaterthan orequalto 5mA,analarmis triggered.
3. WhenACresidual currentis greaterthan orequal to 20mA,analarmis triggered.

4. When the alarm threshold value setting is less than or equal to 5mA, If DC residual
currentor ACresidual are active, analarmis triggered.

5. When the alarm threshold value setting is less than or equal to 20mA, If AC residual
currentisactive,analarmistriggered and DCresidual current will be ignored.

Summary Overview Power Management Settings

=
=

SLAVE 2 PDU | SLAVE 3PDU

Phase Load Management
Current(A) Power(W/VA) Reactive
Phase Total(CB1/CB2) Voltage(V) Frequency (Hz) Power Factor(%) Active/Apparent Power (var) Status
1 0.00(0.00/0.00) 112.7 59.92 0.0 0.00 0.0 Normal
2 0.00(0.00/0.00) 1134 59.90 0.0 0.00 0.0
3 0.00(0.00/0.00) 113.0 59.90 0.0 0.00 0.0 Critical
Configuration
Over Current Over Total Current Over Voltage
= Alarm (A) Alarm (A) Alarm (V)
PDU A i o
1 16 16
Over Load Alarm(kw) Load Balance Alarm(%)
Critjcal 2 16 16
Critical 5.8 100
3 16 16
Warning 46 50
1 16 3
Warning 2 16 16 32
3 3
Power ow Normal

Total Energy

Phase 1 Energy
Phase 2 Energy
Phase 3 Energy

Load Balance

0 kWh (from 06/08/2020 11:19:19)

0 kWh (from 06/08/2020 11:19:19)
0 kWh (from 06/08/2020 11:19:19)
0 kWh (from 06/08/2020 11:19:19)

0% Normal

-20-
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Using the Web Interface

The POWERTEK PDU provides a graphic user interface that can be viewed
from a web browser such as Internet Explorer. This enables users to access
and control the device outlets and subsequently, its output devices remotely
from users' desktop, laptop, PDA, or even users' mobile phones. This section
provides instructions about how to use the web interface to configure and
controlthe PDU remotely.

Summary Overview-System Overview

Start a web browser such as Internet Explorer from the host PC or laptop and
enter the IP address of the Power Strip in the address bar. For details about
setting the IP address of the system. You will be prompted to enter a
Username and Password. Click Go and the main status page of the POWERTEK
PDU web interface is displayed.

The default settings are:
DHCP: Enabled

IP Address: 192.168.1.250
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.10
Username:admin
Password: admin

The main page shows a graphic representation of the Power Strip outlets and
inputs status as described below:

e The panel shows the various menus and submenus. Click any menu to
display the menu options, expand the menu items, and modify the menu
options asrequired.

e Theright panelshows the current status of the Power strip.

USER’S GUIDE
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Using the Web Interface

Summary Overview-Alarm List

The “Alarm List” page shows the list of Alarms, which were set by the user.
POWERTEK PDU will follow the rules of an alarm to send out notification to the
user.

Alarm List

Number of Active Alarms: 0

XXX XX XXXX/ XXX /XXX JOOXXXXX

Summary Overview-Network Connection

The Network Connection page shows a list of user's connections.

Network Connect

Total TCP Connection 1

172.31.1.91 HTTP admin

USER’S GUIDE
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Using the Web Interface

Power Management-Outlet Grouping
This page shows the group listand let user enable Outlet Group.

User can add/delete/modify the group list. The group list is up to 8 groups.
Take Group_1 for example, | have set Outlet_1 of PDU_A, Outlet 3of PDU_B
and Outlet_4 of PDU_C into Group_1. When | set action to Outlet_3 of

PDU_Bandapply, Action willapply to all PDUs of Group1l.

Outlet Grouping

Outlet Group Configuration

®06 €§’ﬁ

W Grp#

O

USER’S GUIDE
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Using the Web Interface

Power Management-Outlet Control

This page let user trigger action by drop-down list. After you select an action
and click "Apply", server will accord to the instruction to complete the task

remotely.

Click "See Details" to open the page as shown:

In this page, you can set "How many seconds delay" when Power ON/OFF

Delay action are triggered.

You can also set the seconds of "Reboot Duration".

Outlet ID Outlet Name

1 outlet 1

Power (W/VA)
Active/Apparent

0.0/0.0 =3 NA v ON Normal

Full power monitor

After set, you can click "Apply" to apply to this Outlet or click "Apply to All
Outlet" to make this setting apply to all Outlets.

State ON
Status  Normal

Power On Delay

Power Off Delay

Reboat Duration

Current (A)

Power (W/VA)
Active/Apparent

Voltage (V)

Energy (KW/h)

Outlet 1 Power Monitor

® Immediated Power On

OWait 1 Seconds (1-7200)

O Immediated Power Off

® Wait 7200 Seconds (1-7200)
5 Seconds (5-60)

0.00

Active 0.00

Apparent 0.00

11233

0 kWh (from 07/08/2020 11:19:19)

Q

Take Outlet4 for example (Set Power
ON/OFF Delay=3 seconds /Reboot
Duration=10 seconds), when you select
Action "Off Delay" and click Apply. Outlet4
will power off after 3 seconds.

If you select Action "Power Cycle
Immediate" and click Apply, Outlet4 will
reboot and this procedure will cost 10
seconds.

If you select Action "Power Cycle Delay"
and click Apply, Outlet4 will reboot and
this procedure will cost 16
seconds.(Include 3 seconds for "Power ON
Delay", 3 seconds for "Power Off Delay"
and 10 seconds for "Reboot Duration").

USER’S GUIDE
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Using the Web Interface

Power Management-Inlet Configuration

This page lets the user configure Inlet load. You can set the condition of
"Critical" and "Warning". (The value of "Critical" must be larger than
"Warning").

When Inlet Power is over the condition you set, the light of status will become
the corresponding colour.(Red means "Critical", Yellow means "Warning" and
Green means "Normal") And you will receive the notification mail if you have
setitin Email Notification.

@ Power Management Settings Log Advanced External Links . @

Phase Load Management
Current(A) Power(W/VA) Reactive
Phase  pioiiCen /i) Voltage(V) Frequency (Hz) Power Factor(%) L et Status
1 0.00(0.00/0.00) 112.7 59.92 0.0 0.00 0.0 Normal
2 0.00(0.00/0.00) 113.4 59.90 0.0 0.00 0.0
3 0.00(0.00/0.00) 113.0 59.90 0.0 0.00 0.0 Critical
Configuration
Over Current Over Total Current Over Voltage
Alarm (A) Alarm (A) Alarm (V)
PDUA cB1 caz
1 16 16 32 250
Over Load Alarm(kw) Load Balance Alarm (%)
Critical 2 16 16 32 250
Critical 5.8 100
3 16 16 32 250
Warning 46 50
1 16 16 5
Warning 2 16 16 32 250
3 1 16 5

USER’S GUIDE
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Using the Web Interface

Power Management-Environment Monitoring

This page shows the status of EMD and lets users set the alarm configuration.
You can set the "Alarm Condition" of "Critical" and "Warning". (The value of
"Critical" must be larger than "Warning") It will follow the Email Notification
rule you setto send out mails.

@ Summary Overview Power Management Settings
Environment Monitoring
Humidity (%) -_— v . Normal
5 452 =
Temperature ("C) - Yoo Normal
¢ 279 El
:
Humidity (%) Normal
Temperature (°C) Normal

log Advanced

Humidity (%)

Temperature (°C)

Alarm-1
Alarm-2
Location Name

Address

Humidity (%)

Temperature (°C)

Alarm-1

Alarm-2

Location Name

External Links

Normal

Alarm

Normal

Alarm

Normal

Normal

Normal

Normal

Current Information

@

Summary Overview

\Z

Alarm-1

Alarm-2

Location Name

Address

[ Enabled

EMD Address
Application FW Version
LT Close

Location Name
Alarm-1

Alarm-2

Power Management Settings

Normal

Alarm

Disable

Disable

Normal Open ¥

Log

EMD Configuration

Sensor

Sensor Name

High
Crifical

Low

High
Warning

Low

Calibration Offset

Normal

Alarm

Temperature (*C)

O

O -10
(] 60
O

0

Humidity (%)

POWERTEK PDU supports 8 EMD sensors in cascade each one with 2 digital
inputs of . you can set 2 alarms for each EMD sensor. There are 3
options(Normal Open/Normal Close/Disable) of the EMD sensor. If you set
"Normal Open", the EMD sensor will become "Warning"(Yellow light) when

closed.
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Network-TCP/IP

This page lets users enable DHCP and set an IP address manually.

Network Connect

Total TCP Connection: 1

Source Host Address

172.31.1.91

Connection Type

admin

Network Management-Accessible IP Setting
This page lets users add/delete/modify accessible IP list.

=3 B —

TCP/IP

[ Enabled DHCP
|P address
Subnet Mask

Gateway Address

Secondary DNS Server

Advanced

External Links 2

IPv4 Setting IPv6 Setting

[ Enabled IPvé
Configuration Automatic v

1P address

Prefix Length

Router Address 10.35.1.100
Primary DNS Server 10.39.7.250
Secondary DNS Server 10.39.7.250
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Network Management-Security

This page lets users enable DHCP and set an IP address manually.

Security

Network Access Protection S5L Secure Certificate
fou can upload a secure certificate issue a

[ Enable Network Access Protection

[J ssH

In 1minute v , after unsuccessful attempts for Ssimes v , block the IP for 5 minutes »

[ snmpva

In 1 minute v, after unsuccessful attempts for 5 times v , block the IP for 5 minutes

[ HTTP(S)

In 1 minute v ,after unsuccessful attempts for 5 times v , block the IP for 5 minites v Writing

Network Management-Network Service

This page lets the user set SSH/SSL/Ping/RADIUS Setting. If a user wants to
add Radius User(from Settings menu), they have to "Enable RADIUS" on this
page first.

@ Summary Overview Power Management Settings Log Advanced External Links L @
Network Service
Network Service
[ ssu | ModBus/TCP
[ Allow SSH Connection [ Enabled ModBus/TCP
Port Number 22 Port Number
RADIUS Setting
[] Enabled Secure Connection(SSL) [ Enabled RADIUS
Port Number 22 Server IP Address
[ Force secure Gon nection(SSL) Only Port Number
Secret Key 22
m Timeout Interval 22 Secands
[ Allow Ping Echo Retry Times 22

USER’S GUIDE
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Network Management-SNMMIP Segments
This page lets users set the SNMP Agent.

SNMP Setting

SNMP Agent

[0 Enable SNMP Service

Port Number XXX

Network Management-SNMP Trap Segmenting
This page lets users add/delete/modify SNMP trap settings.

SNMP Trap Setting

00 &
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SiGns-General Segmenting

This page lets the user set General Settings.

@ Power Management Settings Log Advanced External Links ‘ @

General Setting

System Administration

System Name POWERTEK

System Contact techelp@powertekpdus.com
System Location

Log Interval 60 Seconds
Web Refresh Interval (3 ~ 60) 15 Seconds
Log Per Page

Web Timeout Interval (Sec) 15 Seconds

[_aeey ]

Current Date and Time. 2020/09/26 09:57:47

Time Zone, [GWT +01:00]Brussels, Copenhagen, Mardrid, Paris
Date Format yyyy/mm/dd

Time Setting 24HR

User management

This page lets the user enable new users and passwords.

Power Management Settings Log Advanced External Links

USER’S GUIDE
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SiGns-Maintenance
This page lets the user set Reset/Upgrade/Reboot.

Advanced External Links 2 @

@ Summary Overview Power Management Settings Log

Maintenance

Reset to Default w/o IP Firmware Update

Current Version PWT_v3.30,12

£ you click ‘pply’, system wil be reset to defaults immediately.
e o | e et e Certificate File :
The [P address, Subnet Mask, Gateway, and DNS Server will not be changed. Upgrade progress: Writing image to flash

The password will be set to 'admin’.

Are you sure you want to procesd? =

Master Device
Are you sure you want to rehaot the system?

[ enable

After you change the master/slave status of PDU.
Suspend All Schedule

Please press the 'Reboot button to reboot the system.

[ [ enable oD

SeGments-Import/export
This page lets users import/export XML file to restore/download the
configuration.

Gover'el- PowerManagement  Sewings  log  Adwnced  Extermallinks s @

Import / Export

Import Configuration Export Configuration

Open a configuration XML file and click the button below to restore the configuration.

Configuration File :
Click this button to download the system configuration in XML format.

Upgrade progress

USER’S GUIDE
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The section provides information about setting up the
LDAP step by step.

Step 1: To set up the PDU, please configure the related LDAP parameters on
the Setting of Network Service webpage as shown screen. For example, to
enable LDAP, enter Host IP and Port Number...etc.

LDAP Setting

Enabled LDAP

Host 172.31.35.186
Port Number 389

TLS Connection

Base DN de=getest,dc=com

Step 2: Please press “(®) ” icon to add LDAP user then configure the related
LDAP parameters on the Setting of User Setting webpage as shown screen.
For example, set LDAP Username, select Privilege to “Outlet Manager” and
select the related outlets.

Modify
{ Username Idapuser001 )
Pri\.rilege Cutiet Manager v

outlet 01 | e outiet 02 [] 3 outiet 03
gutlet 04 (1= putlet 05 [Is outlet 06

outlet 07 []= outlet 08

USER’S GUIDE
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Step 3: After configured LDAP parameter, please logout and close web
browser. To enter LDAP username and password then login web browser.

Step 4: To check the login LDAP username on the Network Connect of
Summary Overview webpage as shown screen.

Network Connect

Source Host Address Connection Type Username

172.31.34.222 HTTP Idapuser001

Step 5: The LDAP user can control the related outlets on the Outlet Control
of Power Management webpage.

Outlet Ip Outlet Name A A‘:’ DZ:"“ Full power montor

1 Cutlero1 0.00 0.0/0.0 [ oean_] No Action ¥ o > Normal

outlet 02 0.00 0.0/0.0 A v ON Normal
3 outlet 03 0.00 00/0.0 Action v oFF Normal
4 Coutlet 04 0.00 00/0.0 [ oewan ] No Action ¥ OFF Normal
s outlet 05 0.00 00/0.0 v v oN Normal
6 outlet 06 0.00 00/0,0 o Acton ¥ oN Normal
7 Gutlet 07 0.00 00/0.0 [ oot ] o Action ¥ OFF Normal
8 outlet 08 0.00 0.0/0.0 Nes A v OFF Normal

[ oo ]

USER’S GUIDE
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The section provides information about setting up the
TACACS+ step by step.

Step 1: To set up the PDU, please configure the related TACACS+
parameters on the Setting of Network Service webpage as shown screen.
For example, to enable TACACS+, enter Host IP and Port Number...etc.

TACACS+ Setting
Enahled TACACS+
Host 172.31.35.184
Port Number 49
SecretKey. @~ sessssses
Timeout{Sec)
Retry Count

Authentication Mode ASCI| ¥

Step 2: Please press “(® ” icon to add TACACS+ user then configure the
related TACACS+ parameters on the Setting of User Setting webpage as
shown screen. For example, set TACACS+ Username, select Privilege to
“Outlet Manager” and select the related outlets.

Add

Username

Privilege Outlet Manager ¥

1 outlet 01 2 outlet 02 outlet03

4 outlet 04 5 outlet 05 []e outlet 06

7 outiet o7 8 cutlet 08

USER’S GUIDE
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Step 3: After configured TACACS+ parameter, please logout and close web
browser. To enter TACACS+ username and password then login web browser.

Step 4: To check the login TACACS+ username on the Network Connect of
Summary Overview webpage as shown screen.

Network Connect

Total TCP Connection : 1

Source Host Address Connection Type Username

172.31.34.222 HTTP tacuser 001

Step 5: The TACACS+ user can control the related outlets on the Outlet
Control of Power Management webpage.

Outlet Name Current A’:‘:':;A‘:’Dg:r’“ Full power maritor
1 outlet 01 0.00 0.0/0.0 e iy ¥ ON Normal
2 @( 02 0.00 0.0/0.0 No Act LD o Normal
3 outlet 03 0.00 0.0/00 L tan ¥ OFF Normal
4 outlet 04 0.00 0.0/0.0 N n v ON Normal
5 Coutlet 05 0.00 0.0/00 [ o] o Acton ¥ ) on Normal
6 outlet 06 000 00/0.0 . on Normal
7 outlet 07 0.00 0.0/0.0 [ 1 - ON Normal
8 Coutlet 08 0.00 00/0.0 [ oewn ) o Action v ) oFF Normal
Loy ]

USER’S GUIDE
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SiGns-Radius User

This page lets power admin to Add/Delete/Modify Radius users.

You have to Enable RADIUS and set ready in the Network Service. Then you
can add a Radius User and set outlet control for this user. The Grouping &
Schedule function also supports radius users.

Network Service

[ Allow SSH Connection

Port Number

[ Enabled Secure Connection{SsL)
Port Number 2

[ rorce secure Connection(SsL) Only

[ allow Ping Echo

[J Enabled ModBus/TCP

Port Number

[ Enabled RADIUS

Server [P Address

Port Number

Secret Key

Timeout Interval 22 Seconds

Retry Times

NOTE: If there are 2 users with the same name both existed in Local User &
Radius User, Local user will become a priority in POWERTEK PDU.

USER’S GUIDE
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SeGNGS-LOCal User

Authentication Configuration

Administrator Name

This page shows the user list and admin that can add/delete/modify it. The list

can be upto 8 users. There are 4 kinds of privileges for the user account, the
definitionisas below:

Privilege Definition

Power Admin Users can manage all functions.

Admin users cannot manage [User Management],
Admin [Outlet Grouping], [FW Upgrade & Inlet/Outlet
Upgrade], [Reset Default] function,
and the others can still manage.

Supervision users only manage
Supervision [Power Monitoring] beside [Outlet Grouping],
[Inlet/outlet upgrade] function.

User Cannot manage any function. Read only.

USER’S GUIDE

-37- Version 4.0



Using the Web Interface

Log and Notification-System Log

This page shows the system log

Power Management Settings

System Log
From 08/19/2020 To 08/19/2020
Show 10 v  entries per page
Date & Time Description
08/20/2020 10:55:27 XXX

< <<page0/0> >

Log and Notification-Event Log

This page shows the warnings and alarms history log.

=3 Powerarsgrens seans

Event Log
Event Log
From 08/19/2020 To 08/19/2020
Device All v Severity Al Events v
Show 10 v entries per page
Date and Time [¥] Severity [v] Event
08/20/2020 10:55:27 HUXXXKX XXX

< <<page0/0>> >
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SiGns-Configure SMTP Server

This page let user configure SMTP server.

Advanced External Links 2 @

G Powervmgemens seus

SNMP Setting

SNMP Agent

[ Enable SNMP Service
Port Number

SNMP Version
Community Read

Community Write

‘ ‘

SNMP Trap Setting
®e &
B Receiver Address Event Level Trap Version Bescription
O
[
O

SeGments-Email Notification Settings

This page lets the user set Email notification settings. Click "+" to set a new
setting. Input "Receiver Address", select "Email Type"/"Event Level" and
"Description”, then click "Apply" to save settings. You can send a test mail to
confirm the setting is correct or not through clicking "Send Test". After setting
well, you will get a notification email when the event has been triggered.

G S —

Email Settings

SMTP Server

Port Number

Sender Email Address

Prefix

[ Enable SMTP Authentication
UserName

Password

5

XX @ XK XX

XXX

Log Advanced

XXXX

External Links

Configure SMTP Server

Email Notification Setting

OO &
B Receiver Address Email Type Event Level Description
[ XXXX000XXX XXX XXXX X
O
O

@
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Log and Notification-Inlet History Log

This page shows the inlet history log. You can set the log interval in General
Setting under the System Management.

o'l PowerManagement  Sewngs Loz Advanced  Externallinks T @

Inlet History Log

Inlet History Log

From 08/19/2020 To 08/19/2020
Device Il
Show 10 v  entries per page o |:,1>

Date and Time [v] Device Name [v] PwrwW PwrMaxW  PhilA Ph2 LA Ph3 LA Phl|Max.A Ph2 | Max.A Ph3'| Max.A

08/20/2020 10:55:27 PDUA 0.0 0.0 0.00 0.00 0.00 112.3 99.9 59.81

< <<page1/30>> >

Log and Notification-Environment History Log

This page shows the environment history log. You can set the log interval in
General Setting under System Management.

@ Power Management Settings Log Advanced External Links ‘ @

Environment Log

Environment Log

From 08/19/2020 To 08/19/2020
Device All
Show 10 v  entries per page b DA)

Date and Time [v]

08/20/2020 10:55:27 XXX XXX XXX

< <<page0/0>> >
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The section provides information about setting up the
Daisy Chain step by step.

Step 1: To set up the PDU, connect RJ45 serial cable from Cascading port of
the Master PDU to Cascading port of the Slaver PDU.

RJ45

NETWORKING POWER SHARING PORT NETWORKING POWER SHARING PORT

Step 2: The related parameters of the Master and Slaver PDU will display in
the System Overview, Inlet Configuration, Outlet Control, Environment
Monitoring, Outlet Group and Schedule ...etc. For more the details of the
Master and Slaver PDU, please check the related webpage as below.

The System Overview of System Overview webpage as shown screen.

it Breahor A1

USER’S GUIDE
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The Inlet Configuration of Power Management webpage as shown screen.

Inlet Configuration

I

Power 13.0W Normal

Phase 1 Energy 2.286 kWhifrom 14/02/2022 17:20:39)

Current(A) Power Factor(%) Pawer(W/VA) Resctive

Volizgs(V) Fregpiency fu) (cBI/CB2) Active/Apparent Power (var)

Total(CB1/CB2)

1 0.16{0.08/0.08) 1159 59.85 663/66.6 13.0/19.8 o4 Critical

Over Load Alarm(W)

Critical

The Outlet Control of Power Management webpage as shown screen.

Outlet Control

Power (W/VA]

Outlet Name A Mpm"“ Full power monitor Action

1 autlet 01(6123) 0.00 00/0.0 [ oo ] oN Normal
2 outlet 02 0.00 0.0/00 [ et | oN Normal
3 outlet 03 0.00 00/0.0 [ oo ] OFF Normal
4 outlet 04 0.00 0.0/0.0 [ e | OFF Normal
5 outlet 05 0,00 0.0/0.0 = ON Normal

outlet 06 0.00 00/0.0 [ oo ] oN Normal
7 outlet 07 0,00 00/00 [ ooait ] OFF Normal
8 outlet 08 0,00 00/0.0 [ e ] OFF Normal

[ sov ]

The Environment Monitoring of Power Management webpage as shown
screen.

PDU(M) - Current Information

USER’S GUIDE

-42 - Version 4.0



Using the Web Interface

The Outlet Group of Power Management webpage as shown screen.

@ 4 Summary Overview Setting Advanced External Links

Outlet i Outlet # Outlet

1 outlet0l 02 outlet02 [J3 outleto3
4 outlet04 [05 outlet0s []6 outlet0s

[J7 outleto? []1& outletdg

The Schedule of Power Management webpage as shown screen.

Schedule Outlet Action
® One Time Action C

Schedule A One Time Action
O Enabled

Name.

(HH:MM)

SummaryOverview  PowerManagement  Setting Advanced  External Links

Date&Time [¥] Event Level [¥W]  Event Description

23/02/2022 16:26:01 Information  Outlet (PDU2:2_outlet 01) turned an by schedule (anonymaus)

23/00/2097 16:26:01 information  Qutlet (PN autler 09) turned an by schadil

USER’S GUIDE
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The Inlet History Log of Log webpage as shown screen.

Inlet History Log
From: 12, To 02/2022
Device:

Show 10 les per page b >
Date&Time [¥] DeviceName [W]  Pwrw  PwrMaxW  PhilA  Ph2IA Ph3LA  PhiiMaxA Ph2IMaxA Ph3iMaxA En
23/02/2027 16:38:09 PDU(M) 13 142 0.16 - - 018 - -
23/02/2022 16:38:09 PDU2(S1) 0 0 0,02 0 0.02 002 0 002
23/02/2022 16:37:08 PRUIM) 1239 142 016 - - 018 - -

The Outlet History Log of Log webpage as shown screen.

External Links 2 B @
admin  Logout  Languay|

Summary Overview

—
Outlet History

From: 3/02/2¢ To: 23/02/2022
Device: I v Outlet: & v
4 =B

Show 10 v eniles per page k t
Date&Time [¥] Device Name [¥]  Outlet Name PweW PwrMaxW  EnergykWh LA PE3% Fre.Hz
23/02/2022 16:38:10 POU(M) outlet 01 0 ) 0 0 999 59.67
23/02/2022 16:39:10 PDU(M) outlet 02 o 0 0 0 299 50.87
23/02/2022 16:39:10 PDU(M) outlet 03 o 0 0 o 999 50,89
23/02/2022 16:38:10 PDU(M) outlet 04 o o 0 0 %4 59.89

The Environment Log of Log webpage as shown screen.

Advanced External Links @
admin  (ogout  Languag|

Environment Log

Show 10 ¥ entries per page b >

Date&Time [¥] Device Name [¥] EMD Name Temp.C HUm 36RH
23/02/2022 16:41:12 POU(M) EMD1 215 569
23/02/2022 16:41:12 PDU2(s1) EMD1 n 545
23/02/2022 16:40:11 20U(M) EMD1 215 574

_44 -

USER’S GUIDE

Version 4.0



Using the Web Interface

The Inlet & Outlet Upgrade of Advanced webpage as shown screen.

let & Outlet Upgrade Progress
it

inl
Type

USER’S GUIDE
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The section provides information about setting up the
Wi-Fi step by step.
Step 1: To set up the PDU, plug the Wi-Fi dongle into USB-A (1 or 2) port.

Wi-Fi or 3G/4G SMS Port

>

NETWORKING

POWER SHARING PORT

Step 2: To configure the related Wi-Fi parameters on the Wi-Fi Setting of
Advanced webpage as shown screen. For example, to enable Wi-Fi Control,
enter Wi-Fi SSI: TOTOLINK_A1004...etc

WIFI Control

WIFI SSID TOTOLINK_A1004
WIFl Password = ssssssss

WIFI Encryption WPAZ-PSK

WIFI Security AES

Step 3: After configured Wi-Fi parameters, the related Wi-Fi status is
automatically displayed on the Wi-Fi Status. For example, to enable Wi-Fi
Control, enter Wi-Fi SSI: TOTOLINK_A1004...etc as shown screen

WIFI Connect Status Connection

WIFI IP Address 172.31.1.33

WIFI Network Mask 255.255.0.0

WIFI Gateway 172.31.01

WIFI MAC 00:1A:EF:46:95:31

USER’S GUIDE
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Step 4: Please access the Wi-Fi IP address (example IP: 172.31.1.33) from
web browser and make sure the Wi-Fi dongle has workable.

i R B2 R B x|l -

£ C A F=2 | pmsmas as & 5 1=

Firmwara Version PWT_v0 30232

S
2

Phas  VolmgelV)  Actve PowerW)  Apparent PowerlVA)  Circuit Sreakes 1{A] Circult Beesker 2(A) Total CurrentlA]

Step 5: Please use the ping command to Wi-Fi IP address (example IP:
172.31.1.33) then make sure the Wi-Fi dongle has workable.

USER’S GUIDE
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The section provides information about setting up the
Power Share step by step.

ONLY USE THE SPECIAL PATCH CABLE SUPPLIED BY THE
MANUFACTURER, CONNECT A STANDARD PATCH CABLE WILL
DAMAGE THE ELECTRONICS

Step 1: To set up the PDU, connect Power Sharing cable (orange color) from
Power Share port of the PDU A to Power Share port of the PDU B.

Power Share cable

NETWORKING POWER SHARING PORT NETWORKING POWER SHARING PORT

Step 2: After connecting power sharing cable, open a web browser from a
PC, then the status of the power share is automatically displayed on the
System Overview webpage. If PDU A is master PDU then the status of
power share will display Active/Main Power on the System Overview
webpage.

Phase Voltage(V) Active Power(W)  ApparentPower(VA]  Circuit Breaker 1(A) Circuit Breaker 2{A) Total Current{A)

USER’S GUIDE
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Step 3: When PDU A has utility power fail, the status of power share will
display Active/Backup Power on the System Overview webpage.

16

r Share Active / Backup Power

EMD Information

Step 4: At the same, the information of inlet phase load management will
not display on the Inlet Configuration of the Power Management webpage.

Phase Load Management

DU

Ove Load Alamm{W)
3520

Critical

Step 5: Another, there are some outlets information will not display on the
Outlet Control of Power Management webpage

USER’S GUIDE
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Step 6: The related alarm will be occurred on the Alarm List of Summary
Overview webpage. The alarm will be “PDU (PDU:1) power off”.

Alarm List

Number of Active Alarms - 4

Alarm ID Alarm Time Alarm Description

56 22/02/2022 11:09:14 Inlet (PDU:1) phasel pf branch2 was lower than warning set point

57 22/02/2022 11:05:14 Inlet (PDU:1) phasel pf branch2 was lower than critical set point

3 22/02/2022 13:45:26 (PDU:1) EMD1{EMD-1) temperature was higher than high warning set point
62 24/02/2022 10:22:17 PDU (PDU:1) power off

Step 7: The related log and trap will be recorded on the Log of Event Log
webpage and NMS. The log and trap will be “warning: Inlet (PDU:1)
Active/Main Power change to Active/Backup Power ”.

Event Log

From: 24/02/2022 To: 24/02/2022
Device: All A Event Level: nformation v
ooy I Ciearpn_]

Show 10 ¥ entries per page
Date&Time El Event Level E Event Description
24/02/2022 10:22:18 Information Inlet (PDU:1) phasel voltage had returned from warning to normal
24/02/2022 10:22:17 Warning Inlet (PDU:1) Active/Main Power change to Active/Backup Power
24/02/2022 0%:57:29 Warning Inlet (PDU:1) phasel voltage was higher than warning set point
24/02/2022 09:57:28 Information Inlet (PDU:1) Active/Backup Power change to Active/Main Power
24/02/2022 09:45:17 Information Inlet (PDU:1) phasel voltage had returned from warning to normal

s

Source: 172.31.34.240 Timestamp: 3703 hours 33 minutes 34.67 seconds SNMP Version: 2
Trap OID: pdulniefPowerShareMainl.ose Community: public|
Variable Bindings:

Name: 1.3.6.1.2.1.130

Value: [TimeTicks] 3703 hours 33 mitutes 34.67 seconds (1333401467)

Name: snmpTrapOID

Value: [OID] pdulnletPowerShareMainlose

Name: pduTraps

Value: [CctetSing] Inlet (PDU1) ActiveMain Power change to Active’Backup Power

Description: Warnimng:ActiveMain Power change to ActiveBackup Power.

USER’S GUIDE
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Step 8: When PDU A has utility power restore, the status of power share
will display Active/Main Power on the System Overview webpage.

Firmware \ersion PWT_v0.30232

PDUType 3 phase PDU 350V 324

— ‘ I

Phase Voltage(V) Active Power(W)  Apparent Power(VA)  Circuit Breaker 1(A) Circuit Breaker 2(A) Total Current{A) Status.

1 1173 128 157 - u - = L = Critical

Step 9: The related log and trap will be recorded on the Log of Event Log
webpage and NMS. The log and trap will be “Information: Inlet (PDU:1)
Active/Backup Power change to Active/Main Power”.

Event Log

From: 24/02/2022 To: 24/02/2022
Device: All v Event Level: nformation v
e

Show 10 ¥  entries per page
Date&Time |i| Event Level E| Event Description
24/02/2022 10:30:47 Warning Inlet (PDU:1) phasel veltage was higher than warning set point
24/02/2022 10:30:46 Information Inlet {PDU:1) Active/Backup Power change to Active/Main Power
24/02/2022 10:22:18 Infermation Inlet (PDU:1) phasel voltage had returned from warning to normal
24/02/2022 10:22:17 Warning Inlet (PDU:1) Active/Main Power change to Active/Backup Power
24/02/2022 09:57:29 Warning Inlet (PDU:1) phasel voltage was higher than warning set point

Source: 1723134 248 Timestamp: 4571 hours 17 minutes 3848 seconds SNMF Version: 2

Trap OID: pdulni=tPower SharehimnResotrs Community: pubh
Variable Bindings:

Name: 136121030

Value: [TumeTicks} 4371 hours 17 minutes 58 48 seconds (1643867848) (
Name: sampTrapOID

Value: [OID] pdulnietPowerSharehininResotre

Name: pduTraps

Value: [OctetString] Inlet (PDU1) Active Backup Power change to ActiveMain Power

Description: Informanonal: Active Backup, Power change lof\éﬂ:u\'o Man Power.
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Step 10: When user remove power sharing cable, the status of power share
will display Inactive on the System Overview webpage.

Power Share cable Q

aaaaaa

aaaaaa

@

aaaaaaaaaaaaaaaaaaaa

NETWORKING POWER SHARING PORT NETWORKING POWER SHARING PORT

Firmiware Version PWT_v0.30832

PDU Type 3 phase PDU 250V 324

Circuit Breaker 1{A) Circuit Breaker 2(A] Total Current{A) Status

1 1161 122 183 ! o ! - i - Critical
oo - o0 .

Step 11: The related alarm will be occurred on the Alarm List of Summary
Overview webpage. The alarm will be “PDU Power Share disconnected”.

Alarm List

Mumber of Active Alarms : 4

Alarm Description

56 22/02/2022 11:09:14 Inlet (PDU:1) phasel pf branch2 was lower than warning set point
57 22/02/2022 11:09:14 Inlet (PDU:1) phasel pf branch2 was lower than critical set point
37 24/02/2022 10:30:43 Inlet (PDU:1) phasel voltage was higher than warning set point
63 24/02/2022 10:55:45 PDU (PDU:L} Power Share disconnected

USER’S GUIDE
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Step 12: The related log and trap will be recorded on the Log of Event Log
webpage and NMS. The log and trap will be “Warning: Inlet (PDU:1)
Active/Main Power change to Inactive”.

Event Log

From: 24/02/2022 To: 24/02/2022
Device: All A Event Level: nformation v
[_reoy ]
Show 10 ¥  entries per page
Date&Time E| Event Level E Event Description
24/02/2022 10:55:45 Warning Inlet (PDU:1) Active/Main Power change to Inactive
24/02/2022 10:55:34 Information (PDU:1) EMD1(EMD-1) temperature had returned from high warning to normal

57 inutes 18. ineD:

SimiEy (7RSI e s Loar S I v e D
seconds 0xB0001FBRE0213

Trap OID: pdulnl=tPowerSharsBackupLose User: testl234
Variable Bindings:
Name: 136121130
Value: [TimeTicks] 4571 hours 18 minutes 18 46 zeconds (1645660846)
Name: snmp TrapOID
Value: [OID] pdulnletPowerShareBackuplose
Name: pduTraps
Value: [OctetString] Inlet (PDU:1) Active/Backup Power change to ActiveMam Power

Description: Warning-ActiveMain Power change to Inactive:
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Using the Web Interface

Dual Ethernet Mode

POWERTEK GIGA PDU allows system administrators to set up bonding
interfaces with different modes. A bonding mode specifies the policy
indicating how bonding slaves are used during network transmission. To
achieve the maximum throughput and fault toleration, it is important to
choose the proper bonding mode and the corresponding options for the
setup.

The current version of the bonding module supports the following bonding
modes:

Mode 1 (Active Backup):

Active Backup policy establishes that only one slave in the bond is active. A
different slave becomes active if, and only if, the active slave fails.

The bond's MAC address is externally visible on only one port (network
adapter) to avoid confusing the switch. This mode provides fault tolerance.
The primary option affects the behavior of this mode.

e Use the browser to go to the GIGA PDU address and check the page for
the “Dual Ethernet” in the “Advance” menu list.

* Please select “Active Backup” model and verify the related action as
flow screen.

Dual Ethernet Mode Active Backlp

Ml Menitoring 10¢ milliseconds(Range 1-65535)
Deown Delay 0 milliseconds(Range 0 -65535)
Up Delay 0 milliseconds{Range 0-65535)
Primary Ethernet athl

Apply
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Using the Web Interface

Mode 2 (IEEE 802.3ad):

Bonding mode 2 (IEEE 802.3ad), also known as LACP (Link Aggregation
Control Protocol) mode, is used for load balancing and fault tolerance. The
IEEE 802.3ad specification allows the grouping of Ethernet interfaces at the
physical layer to form a single link layer interface. If a bonding interface is
set to this mode, it requires that all the slave devices operate at the same
speed and are duplex. In this way, the network can benefit from the
aggregated bandwidth of all the slaves, and if one of the slaves is down, the

whole network will not be affected.

Notes: The switch should be configured to support the mode 802.3ad
standard and use the LACP protocol. The 802.3ad mode only works with Ml

link monitor.

e Use the browser to go to the GIGA PDU address and check the page for
the “Dual Ethernet” in the “Advance” menu list.
e Please select “IEEE 802.3ad” model and verify the related action as

flow screen.

Dual Ethernet

Dual Ethernet Mode
Ml Menitering
Down Delay

Up Delay

Primary Ethernet

milliseconds{Range 1 - 65535)
milliseconds{Range 0 - 65535)

milliseconds{Range 0 - 65535)
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Mode 3 (Balance-ALB):

Adaptive load balancing. Includes balance-transmit load balancing plus
receive-load balancing for IPv4 traffic, and does not require any special
switch support. The receive-load balancing is achieved by ARP negotiation.
The bonding driver intercepts the ARP replies sent by the local system on
their way out and overwrites the source hardware address with the unique
hardware address of one of the slaves in the bond. Thus, different peers use
different hardware addresses for the server.

e Use the browser to go to the GIGA PDU address and check the page for
the “Dual Ethernet” in the “Advance” menu list.

* Please select “Balance ALB” model and verify the related action as flow
screen.

Dusal Ethernet

Dual Ethernet Mode Balance ALB v
Ml Monitoring 100 milliseconds{Range 1 - 65535)
Down Delay 0 milliseconds(Range 0 - 65535)
Up Delay 0 milliseconds{Range 0 - 65535)
Primary Ethernet sthil v

| Apply
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Mode 4 (Bridge):

Bridging the two networks together can be quite helpful, though, if files
located on one of the networks need to be accessed from the other
network. If you don't have a router but have a PC with two Ethernet cards,
you can connect both networks to the PC and bridge your Ethernet cards so
both networks can communicate with each other.

e Use the browser to go to the GIGA PDU address and check the page for
the “Dual Ethernet” in the “Advance” menu list.

e Please select “Bridge” model and verify the related action as flow
screen.

Dual Ethernet

Dual Ethernet Mode Balance ALB v
Ml Monitering 100 milliseconds{Range 1 - 65535)
Down Delay 0 milliseconds{Range 0 - 65535)
Up Delay 0 milliseconds{Range 0 - 65535)
Primary Ethernet sthi v

| Avoiy |

e Connect one Ethernet port to DHCP server and another to PC Ethernet
port as shown below.
e After connecting, check PC system to get DHCP IP

Metwork Connection Details bt

Network Connection Details:

Property Value 2
Connection-specific DM....
Description Realtel PCle GbE Family Controller
Physical Address 10-60-4B-71-51-CB
DHCP Enabled Yes
IPv4 Address 172.31.1.50
IPv4 Subnet Mask 255.255.0.0
Lease Obtained Monday, Movember 08, 2021 3:14:45
Lease Expires Wednesday, Movember 10, 2021 11:0
IPvd4 Default Gateway 172.31.01
IPv4 DHCP Server 172.31.0.1
IPw4 DNS Servers 10.56.110.202

10.35.1.203

IPv4 WINS Server

NetBIOS aver Tepip En...  Yes

Link4ocal IPvE Address fe80:fcel:all5:9aba:9e 1ciy

IPv& Default Gateway

< >

Close

L
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